
Search Foundations for Effective OSINT:

 • Strategies for Managing AI-Driven
Technological Change

• Search Query Analysis

• Online Security: Maintaining
Operational Integrity

• Tools for Automation and Monitoring

• Foreign Language Searches and
Navigating the Chinese Internet

• Managing and Leveraging Location-
Based “Filter Bubbles”

• Advanced Search Operators and
Results “Signal to Noise Ratios”

• Key Identifier Resolution (Including
Usernames, Email Addresses, Phone
Numbers)

• Fact-Checking Best Practices

• OSINT Ethical and Legal
Considerations

Knowledge Hides in Plain Sight - Master the Skills Required to Uncover It
In a world awash with disinformation, censorship, source credibility issues, AI feedback 
loops and “infoxication”, finding reliable information online is now more challenging than 
ever. 

This engaging and comprehensive two-day hands-on course will provide you with 
updated skills, new ways of thinking, and the cutting-edge online tools required to 
navigate the online domain with precision, efficiency, and ethical integrity.

Knowledge Powered 
by IntelligenceTM

CURRICULUM HIGHLIGHTS

Knowledge Powered 
by IntelligenceTM

201C OSINT

Navigating the New Era of Open Source 
Intelligence
May 27-28, 2026 | 1000-1800 EDT (1400-2200 UTC)

3 WAYS TO REGISTER

•
Register	online	here•
Email	your	details
and	training	needs	to
training@toddington.com

• Call	us	at	604-468-9222

TRAINING DELIVERY

This training will be delivered 
remotely via the Zoom video 
conference platform on:  
May 27-28, 2026 
(1000-1800 EDT / 1400-2200 
UTC).

TECHNICAL REQUIREMENTS

Participants will require 
access to the internet, as 
well as a computer that is 
capable of accessing the 
internet and installing/
downloading basic software 
for the course.  Participants 
can be provided with a list 
of software to be 
downloaded in advance of 
the course upon request.

• Two-day studio-quality,
live streaming, interactive
training

•

•

Comprehensive collection
of downloadable training
materials
Special access to select
OSINT resources

• Certificate of completion

PRICE

 $574.99   plus tax

 *Limited seats available. 

Includes:

• Advanced Search Techniques: The latest tools and techniques used by intelligence
analysts, law enforcement, cybersecurity experts, and corporate investigators.

• A New Investigative Mindset: To tackle challenges posed by AI-driven search
engines and use them more effectively.

• To Identify Deception and Suspicious Activity: The cognitive mechanisms behind
deception and the techniques for effectively overcoming them.

• To Leverage Online Monitoring and Automation Tools: Setting up systems to
convert raw data into actionable insight, while avoiding common traps that result in
failures.

YOU WILL LEARN

Misinformation, Disinformation, and 
Malinformation (MDM):

• MDM Actors and Motivations

• Disinformation Propagation
Mechanisms

• Impact of MDM on OSINT
Operations

• MDM Identification and Assessment

• MDM Mitigation Strategies

Mechanisms of Deception: Deepfake 
Imagery:   

• How Deepfakes Are Created Using AI
and Machine Learning

• Best Practices for Verifying Deepfake
Imagery

• Legal Frameworks and Regulations
Aimed at Combating the Misuse of
Deepfakes

mailto:training@toddington.com
https://www.toddington.com/product/201c-osint-remote-delivery-may-2026/
https://www.toddington.com/product/201c-osint-remote-delivery-oct-2025
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COURSE TERMS & CONDITIONS

Access  Our  Database  of  Over 
2,000  FREE  Resources 

Disclaimer: Please note that our courses do NOT provide guidance on law and legislation in relation to information gathered during the course of an online investigation.  Please 
ensure that you are familiar with appropriate legislation governing collection, analysis, dissemination, and storage of information obtained online relating to individuals, groups, and  organizations prior to proceeding with any online investigation.

Toddington International Inc. accepts no responsibility for instructions contained within the course material which are applied inappropriately or contrary to the law, 
legislation, or guidelines governing your organization, country, or region.

Copyright © 2026 Toddington International Inc.  All Rights Reserved.  Duplication or distribution of the materials within this publication without express permission is prohibited.

WHO SHOULD ATTEND

• Investigators & Analysts

• Researchers, Academics
& Journalists

• Law Enforcement &
Government Officers

• Public Safety & Security
Professionals

• Legal Practitioners

• Information Specialists

• Business Managers &
Competitive Intelligence
Professionals

• Petrochemical &
Pharmaceutical Reps

• Manufacturing &
Marketing Professionals

• Regulators & Compliance
Professionals

• Finance Professionals &
Insurance Providers

• Fraud & AML Examiners

• Human Resource
Managers

• Auditors

• Loss Prevention Officers

• Debt Collectors

Critical Thinking for OSINT 
Practitioners: 
• Information Resilience and Fact

Checking

• Evaluating Sources for Credibility and
Reliability

• Cross-Referencing and Corroborating
Information

• Identifying and Mitigating Cognitive
Biases

Image Intelligence and 
Analysis:

• Image Verification and Authentication

• Meta Data and Image Forensics

• Photogrammetry and Location Analysis

• Ethical Facial Recognition Tools

1. Three or more delegates from the same company are entitled to a 10% discount.

2. Registrations are confirmed with written confirmation via email.  Should the delegate not receive an email, it is the delegate’s responsibility 
to contact TII to confirm their registration.

3. Payment must be received in full in advance of the course.

4. Cancellations received 30 days before the course date will receive a refund, less a $50 administration fee.  After this date, the full fee must 
be paid, but substitutions may be made at any time.

5. TII reserves the right to cancel or change course dates, instructors, content, or conditions without prior notice.

6. Deviations from the curriculum may occur as deemed necessary for the benefit of the attendees.

Over the past 27 years, and guided by the principles of Knowledge, Integrity, and 
Excellence, TII has built a broad international network of practitioners, deliberately 
selected from a variety of backgrounds for their passion and innovation.  The TII team 
has extensive experience in national security issues, complex criminal investigations, 
counter-terrorism operations, disinformation countermeasures, anti-money laundering 
compliance, sanctions enforcement, non-proliferation, public safety, and anti-human 
trafficking issues, among others.

TII’s clients include a wide range of law enforcement, public safety, and regulatory 
agencies around the world, particularly in Canada, the United Kingdom, Australia, New 
Zealand, and the United States.  Training services are regularly conducted on behalf of 
Interpol to its member organizations; NGOs served include CRDF Global and the 
International Justice Mission, and ongoing training is provided to a wide range of private 
sector organizations in North America, Latin America, Europe, Asia, and Africa. 

A federally certified educational institution in Canada, TII is committed to improving 
people’s lives around the world, and each year donates expertise, resources, and 
funding to various humanitarian initiatives.

ABOUT TII

http://www.Toddington.com
mailto:training@toddington.com
https://www.toddington.com/resources/free-osint-resources-open-source-intelligence-search-tools-research-tools-online-investigation/
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