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Cyber Bullying, Stalking, 
and Harassment
Law Enforcement / Defense Sector Services

Cyber Bullying, Stalking, and 
Harassment - Basic   1 Day 

• Basic	and	Advanced	Online 
Research	Techniques

• Protecting	your	Privacy	and 
security

• Searching	and	Monitoring	Social 
Networks

• Image	and	Reverse	Image 
Searching	

• Locating Hidden Data Online
• Advanced	De-Anonymization 
Techniques

• Geo-Location	of	People,	Places	and 
Things

• Analysis	of	Information, 
Confirmation	Bias	and	Group 
Dynamics

• Gathering	and	Preserving	Evidence	

The Internet has evolved from a largely commercial platform to society’s default 
communication platform since its widespread adoption by the consumer over a 
decade ago.

Our lives, personalities and priorities are digitally displayed in our personal, and often, 
public profiles, and our day-to-day activities are often broadcast and permanently 
intertwined in our social networks for our friends, families, coworkers and enemies 
to see. This continual stream of personal information, along with the immediacy 
of electronic communication, has facilitated a significant increase in the instances 
of cyber-bullying, stalking and harassment in all age groups, genders and personal 
circumstances.

According to Statistics Canada, the most common form of cyber-bullying, 
reported by 73% of victims, involves receiving threatening or aggressive e-mails or 
instant messages, and Survivors Inc. reports that over 1 million women and nearly 
a half a million men are stalked annually in the United States. Further, a study by 
Privitera & Campbell found that 10% of Australian employees surveyed had 
experienced some form of cyber-bullying.

A recent study published by haltabuse.org revealed that 32% of harassment cases 
began via email, 16% via Facebook and 10.5% through other online means or websites.

Recognized globally as a growing problem leading to depression, isolation and 
death, cases of cyber-bullying, stalking and harassment frequently have an online 
component, including emails, social networks and live online communications. 
Knowing how to locate, gather and preserve digital evidence, protect the identity 
of the victim, and prevent future occurrences are all key elements of our Cyber-
Bullying, Stalking and Harassment training programs.
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About TII:
With a global client base ranging from 
government agencies to members 
of the Fortune 500, Toddington 
International Inc. (“TII”) has been 
enabling its customers to find and use 
online information more effectively 
since 1997.

Backed by over a decade and a half 
of experience providing advanced 
Internet intelligence services to a 
range of law enforcement agencies, 
in addition to private sector clients in 
the financial services, petrochemical, 
pharmaceutical and manufacturing 
industries, TII develops and delivers  
comprehensive, highly acclaimed class-
room-based and e-learning programs 
that enable frontline investigative and 
research professionals to find better 
online information, in less time, at 
less cost, with less risk™.

Our team of trusted associates 
includes highly qualified investigators, 
intelligence analysts, psychologists, 
educators, legal practitioners and 
other professionals, all of whom 
maintain the highest standards of 
integrity.
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